
Impact on Local School Divisions 

Chesapeake City Public Schools 



 Introduced to address student data when using 
cloud services 

 CPS has existing policies and regulations 
addressing student data and information 

 SB 599 is aligned with current CPS policies & 
regulations 

 Cloud services defined: 

 Includes online services such as access to email, 
document storage, and document editing 

 In some cases, requires a student account 

 

 

 



 Data is defined as anything created by students 
or school board employees that includes: 

 students names; 

 home addresses; 

 email address; 

 unique identifiers; 

 documents stored by and/or provided to the 
students; 

 emails sent/received;  

 and metadata. 

 

 

 



 Cloud service companies will enter into 
contracts with school divisions to ensure that 
data:  

 will not be used to benefit the company; 

 remains under school division control; 

 will not be sold to 3rd party vendors; 

 will not be used to profile student online habits; 

 and will not use the data to market to the students. 

 

 

 



 CPS has existing policies and regulations 
 In full compliance with Family Educational Rights and 

Privacy Act (FERPA) 

 Process in place for the release of student data and 
student directory information 

 Requires a signature accepting CPS terms of use  

 Purpose must benefit student educationally 

 Released information may not be sold, provided, or 
transferred to others 

 Data must be destroyed by company following intended 
use  

 Parents may elect to exclude their child from the release 
of such information 

 

 

 



 SB 599 extends further protection of student 
data by: 

 addressing emerging technologies and the means to 
gain data that would otherwise be unavailable;  

 ensuring the collection of such data is transparent 
and agreed upon; 

 and maintains authority of all data not addressed in 
current local school board policies is to remain under 
school division control. 

 

 




